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Browser & Operating System Compatibility
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Recommended Microsoft Operating Systems and Browsers for iSupplier Portal
Recommended Firefox Browsers for iSupplier Portal
Recommended Chrome Browsers for iSupplier Portal
Recommended Safari Browsers and Settings (Mac OS X)

[bookmark: _bookmark1]Recommended Microsoft Operating Systems and Browsers for iSupplier Portal

	[bookmark: Recommended_Microsoft_OS_and_IE_Versions]Browser Version
	Windows 10 (32 & 64-bit)
	Windows 8.1 (32 & 64-bit)
	Windows 8
(32 & 64-bit)
	Windows 7
(32 & 64-bit)
	Windows Vista (32-bit)

	Microsoft Internet
Explorer (IE) 11
	Yes 1
	Yes 1
	Not Certified
	Yes
	Not Certified

	Microsoft Internet
Explorer (IE) 10
	Not Certified
	Not Certified
	Yes 1
	Not Certified
	Not Certified

	Microsoft Internet
Explorer (IE) 9
	Not Certified
	Not Certified
	Not Certified
	Not Certified
	Yes


1 Internet Explorer is only certified running "Desktop Mode" on Windows 8 and higher.

Note: 
· To find out which IE version is installed, select Help > About Internet Explorer.
· 64-bit operating systems may use either the 64-bit or 32-bit browser version. 
Recommended Security Zone Settings for Microsoft IE Browsers
[bookmark: Recommended_IE_Security_Zone_Settings]Microsoft Internet Explorer offers four different security zones to run your application through. Which zone is used is dependent on how you are accessing your site (Internet or Local Intranet) and set up within the zones themselves (Trusted sites & Restricted sites). Oracle recommends running Oracle E-Business Suite through the "Trusted Sites" zone, with a "Medium" Security Setting, as follows:

1. Select Tools -> Internet Options -> Security tab -> Trusted Sites icon.
2. Set the "Security Level for this Zone" to "Medium" if it is not set already.
3. Click the Sites button.
4. In the "Add this Web site to the zone:" field, enter https://supplierportal.sandia.gov, and then click the Add button. Alternatively, you can simply add *.sandia.gov, so all sites under that domain will go through this zone.

Note: If you are entering an http://... or *.domain address, you must first uncheck the "Require server verification (https:) for all sites in this zone" check box. You may re-check this box again after entering your values.
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Recommended Firefox Browsers for iSupplier Portal

	[bookmark: Recommended_Firefox_Browsers]Browser Version
	Windows 10
(32 & 64-bit)
	Windows 8.1
(32 & 64-bit)
	Windows 8
(32 & 64-bit)
	Windows 7
(32 & 64-bit)
	Windows Vista
(32-bit)

	Firefox ESR 38.x1,2
	Yes2
	Yes2
	Not Certified
	Yes2
	Yes2



1 Firefox ESR XX.x is an Extended Support Release (ESR) version of the browser. For additional information see https://www.mozilla.org/en-US/firefox/organizations/faq/.

2 Firefox ESR 38.x may display the error "Secure Connection Failed" when trying to open the Oracle E-Business Suite 12.1 login page. If this is encountered, users are recommended to either whitelist the iSupplier Portal site or change the value of the browser's security.tls.version.fallback-limit setting from 3 to 1.



Recommended Chrome Browsers for iSupplier Portal

Although Sandia does not provide technical support for the Chrome browser, Oracle has certified the following versions of Chrome with its applications. 

	[bookmark: Recommended_Chrome_Browsers]Windows 10 (32 & 64-bit)
	Windows 8.1 (32 & 64-bit)
	Windows 7 (32 & 64-bit)

	Chrome v44
	Chrome v 44
	Chrome v35


Using Later Chrome Releases 
Customers may experience issues using later Chrome releases. If a customer experiences issues it is recommended that the customer either downgrade the browser to the certified version listed above or use a certified version of Internet Explorer or Firefox ESR.
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Recommended Safari Browsers and Settings (Mac OS X)

	[bookmark: Recommended_Safari_Browsers_and_Settings]Browser Version
	OS X v10.7.5
or higher
	OS X v10.8.2
or higher
	OS X v10.9.1
or higher
	OS X v10.10.2
or higher

	Safari 8.0.3 or higher 
	not certified
	not certified
	not certified
	Yes

	Safari 7.0.1 or higher 
	not certified
	not certified
	Yes
	not certified

	Safari 6.0.2 or higher
	Yes
	Yes
	not certified
	not certified



	Browser Version
	OS X v10.5.6
or higher
	OS X v10.6.3
or higher
	OS X v10.7.2
or higher

	Safari 5.1.2 or higher 
	Yes
	Yes
	Yes

	Safari 5.0.2 or higher 
	Yes
	Yes
	N/A

	Safari 4.0.5 or higher 
	Yes
	Yes
	N/A

	Safari 4.0.4 or higher 
	Yes
	N/A
	N/A



Recommended Preference Settings for Safari IE Browsers 
From the Safari Menu, go to "Preferences -> Security -> Web Content" and select; "Enable Plug-ins", "Enable Java" and "Enable JavaScript". Do not select "Block Pop-Up Windows" (Selecting this will prevent Oracle E-Business Suite from opening).

From the Safari Menu go to "Preferences -> Advanced" and select "Press Tab to highlight each item on a webpage."
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