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ADDITIONAL RESOURCES
• Getting Started with Classified

• Understanding Classification

• Non-DC Responsibilities

• How to Read a Classification Guide

• Security Message: Export Control

• Security Message: Microsoft Teams

• Who and What Can Go Where?

• Mobile Devices and Secure Space

• Critical Information Lists (CILs)

• DOE & Sandia Reporting Requirements 
FAQs

• Controlled Articles at Sandia

https://www.sandia.gov/files/security/Getting_Started_With_Classified.pdf
https://www.sandia.gov/files/security/Understanding_Classification.pdf
https://www.sandia.gov/files/security/SEC100_2022/Non-DC-Responsibilities-SEC100.pdf
https://www.sandia.gov/files/security/SEC100_2022/How-To-Read-a-CG-SEC100.pdf
https://www.sandia.gov/files/security/SEC100_2023/SecurityMessageECI.pdf
https://www.sandia.gov/files/security/SEC100_2023/SecurityMessageTeams.pdf
https://www.sandia.gov/files/security/WhoAndWhatCanGoWhere.pdf
https://www.sandia.gov/files/security/MobileDevicesandSecureSpace.pdf
https://www.sandia.gov/files/security/ProhibitedArticles.pdf
https://www.sandia.gov/files/security/CriticalInformationLists.pdf
https://www.sandia.gov/files/security/ReportingRequirementsFAQ.pdf
https://www.sandia.gov/files/security/ControlledArticlesatSandia.pdf


























































































The Safeguards and Security programs continue to seek 
ways to assist everyone at Sandia with their security 
responsibilities through policy updates, best practices, and 
information that can be used to protect yourself at work 
and at home. 

The resource documents below provide additional 
information for the security updates in this module. 

• Critical Information Lists

• Reporting Requirements & FAQs

• Controlled Articles at Sandia

__ ,�.I 
SAFEGUARDS & SECURITY UPDATE 
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https://www.sandia.gov/files/security/ProhibitedArticles.pdf
https://www.sandia.gov/files/security/CriticalInformationLists.pdf
https://www.sandia.gov/files/security/ReportingRequirementsFAQ.pdf
https://www.sandia.gov/files/security/ControlledArticlesatSandia.pdf


OPSEC:  Critical 
Information Update

Reporting 
Requirements

Controlled Articles & 
CARP









SEC100 Completion Record:  2023/2024
By completing this form, you acknowledge that you have read the                        

Sandia National Laboratories 2023/2024 Annual Security Refresher Briefing             
and understand your security responsibilities.

Complete the information below and email to securityed@sandia.gov to receive 
credit in the Sandia Learning Management System.

SEC100:  ANNUAL SECURITY REFRESHER BRIEFING

Full Name (print):

SNL Org # or Company Name:

Signature: Date:

Email Address:

For security questions or to report:
321 from a Sandia landline | 505-845-1321 from any phone

security@sandia.gov

mailto:securityed@sandia.gov
mailto:security@sandia.gov
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