UseFuL Risk TooLs NEeED INDUsTRY INPUT
AN INVITATION FOR COoOLLABORATION
This workshop was designed to garner feedback from energy sector stakeholders on how -' >

to make the Sandia tool suite useful, relevant, and complete for potential end users. « = <

Now Sandia is inviting you to continue collaborating on this risk analysis tool suite by = @e“
putting your control systems to the test. oD
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Determine all aspects of the potential attack.
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THREAT-TO-CONSEQUENCE ANALYSIS
Incorporate the tool set to determine risk.
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\J// Stakeholders use the information to determine
“-,iﬂ;' necessary risk mitigation.
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