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Scope 

Provide fundamentally new modeling and simulation 
capabilities for the analysis of critical infrastructures, 
their interdependencies, vulnerabilities, and 
complexities  
These advanced capabilities will help improve the 
robustness of our nation’s critical infrastructures by 
aiding decision makers in the areas of policy analysis, 
investment and mitigation planning, education and 
training, and near real-time assistance to crisis 
response organizations 

Unique Capabilities of NISAC

• Demonstrated capability in addressing 
infrastructure interdependency issues and 
complexities

• Knowledge of high performance computing 
software and operations

• Existing, extensive suite of infrastructure models 
previously developed under funding from a number 
of sponsors

Simulation and Analysis of 
Infrastructure Interdependencies 
and Their Consequences

NISACNISAC’’s core partners are Sandia National Laboratories and Los Alamos s core partners are Sandia National Laboratories and Los Alamos National Laboratory.  National Laboratory.  
Sandia is a Sandia is a multiprogrammultiprogram laboratory operated by Sandia Corporation, a Lockheed Martin Colaboratory operated by Sandia Corporation, a Lockheed Martin Company, for the United States Department of Energy under contractmpany, for the United States Department of Energy under contract DEDE--AC04AC04--94AL85000. 94AL85000. 

Los Alamos National Laboratory is operated by the University of Los Alamos National Laboratory is operated by the University of California for the United States Department of Energy under contCalifornia for the United States Department of Energy under contract Wract W--7405 ENG7405 ENG--36.36.

Mission:

NISAC will serve a variety of stakeholders within the 
nation’s critical infrastructure protection effortsFood, water, agriculture, Food, water, agriculture, 

health systems & emergency services, health systems & emergency services, 
energy (electrical, nuclear, gas and oil, dams), energy (electrical, nuclear, gas and oil, dams), 

transportation (air, road, rail, ports, waterways), transportation (air, road, rail, ports, waterways), 
information and telecommunications, information and telecommunications, 

banking and finance, banking and finance, 
chemical, chemical, 

defense industry, defense industry, 
postal and shipping, postal and shipping, 

and national monuments and iconsand national monuments and icons

Modeling and simulation can be used to identify 
chains of interdependencies, arising from pervasive 

interconnections, which might create unexpected 
vulnerabilities or robustness

Chartered by Congress to “serve as a source of national competence to address critical infrastructure protection and continuity 
through support for activities related to counterterrorism, threat assessment, and risk mitigation.”


