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If member is employee of the following agencies:   Cal Tech,  Kansas City, LANL, LLNL, Pantex, Savannah River National Laboratory, Savannah River Site – Tritium, Stanford, U of Chicago, U of Illinois Urbana/Champion, U of Utah, or Y-12, they must now use SARAPE for getting their accounts set up for access to restricted areas of NES website and fill out the following information to get their accounts and passwords.  https://cfwebprod.sandia.gov/cfdocs/sarape/sarape.cfm
They must fill out the following information requested in SARAPE with the following:

	Resource is to:   Obtain Other Access (e.g., cross-cell, kerberos) and 

Request is to info:  Renew Access and/or Account(s) at:  Pick (SNL) on 1st screen and U-Kerberos only on 2nd screen under Add to list and hit “Add Selection to List” button


	Name of Sponsor at Requestor's Site: This is the name of manager sponsoring the NESSG work at your site that requires the access requested.

	Sponsor Info at Resource Site: 
Name of Main Sponsor at Resource Site: Stan Kawka
Resource Site Sponsor's Phone:  505-844-0971
Resource Site Sponsor's E-mail:  sskawka@sandia.gov


	Justification for Use: As a NESSG community member, need to access controlled information contained in Nuclear Explosive Safety Program website (https://www.prod.sandia.gov/nes/) that is managed by SNL on an external secure server for NNSA.  No contract.  Access is for the maximum of one year renewable.

	Project/Task Nos: N/A

	Name of Alternate File Owner: N/A


Other agency members associated with NESSG 
We need to submit a WebCARs request with the following information for each person:  NOTE:  For existing accounts, this can only be done within a 30 day window of their cyber access expiration dates.
Company:  Agency for which they work
Business Justification:  As a NESSG community member, need to access controlled information contained in Nuclear Explosive Safety Program website (https://www.prod.sandia.gov/nes/) that is managed by SNL on an external secure server for NNSA.  No contract.  Access is for the maximum of one year renewable annually..

Information Access Requested:  OUO and UCNI material maintained by SNL on Sandia`s external secure server
Basic Services:  Select Login Name and Kerberos/DCE – Restricted  ONLY

CAR_Manager:  Must be Stan, if someone else, use the change Manager button to change to him and submit request.  
Once Stan approves their access and WebCARS analyst activates accounts using either process, they will forward info to Password Control for issuing passwords and they will then mail passwords to Stan’s mailstop.  At this point, passwords will need to be mailed to NESSG members.
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